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MONETIZING A DESIGN FLAW:

BLACKRIDGE FIRST PACKET AUTHENTICATION™ 
STOPS ATTACKS AT THE EARLIEST POSSIBLE TIME BY 
PROVIDING A “CALLER ID” FOR THE INTERNET

CURRENT SECURITY PRODUCTS

START AFTER NETWORK SESSIONS ARE ESTABLISHED.

BLACKRIDGE ADDRESSES THE NETWORK 

VULNERABILITY THAT IS EXPLOITED IN 100% OF CYBER 

ATTACKS.

[NET MARGINS]: ~65-70%

SYMBOL PRICE MARKET
CAP

GROSS
MARGINS

MONTHLY
CASH
BURN

BRTI $0.50 ~90-92%$46MM $0.8MM

[COGS]: ~7-10%

THE VULNERABILITY: LEGACY SECURITY OFFERS LITTLE DEFENSE 

AGAINST A CYBER-ATTACK

➢ Network recon uses vulnerability scanners to probe networks and 

attached devices

➢ Vulnerability scanners attempt to establish connections to 

various network ports

➢ Network-attached devices reveal information about their 

existence, identity and characteristics simply by responding to 

these connection requests

➢ This information is exposed because each network-connected 

device must establish a connection before performing any client 

authentication

THE SOLUTION: FIRST PACKET AUTHENTICATION

✓ BlackRidge authenticates identity and enforces security policy on the 

first packet, before a session is established, addressing a critical 

security flaw in the internet

✓ Stops port scans and network attacks

✓ Provides ROI and reduces risk when paired with traditional 

security software

✓ ROI provided through reduced system costs, reduced 

network traffic load and reduced compliance costs 

✓ Addresses network segmentation for compliance  
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MANAGEMENT TEAM:

This presentation may include predictions, estimates or other information that might be considered forward-looking. While these forward-looking statements represent our current judgment on what the future holds, they 
are subject to risks and uncertainties that could cause actual results to differ materially. You are cautioned not to place undue reliance on these forward-looking statements, which reflect our opinions only as of the date of 
this presentation. Please keep in mind that we are not obligating ourselves to revise or publicly release the results of any revision to these forward-looking statements in light of new information or future events. You should 
also review our most recent Form 10-K and/or Form 10-Q filed with the Securities and Exchange Commission for a more complete discussion of these factors and other risks, particularly under the heading “Risk Factors.” 
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FIRST TO MARKET STRONG PATENT PORTFOLIO

3-5 YEAR LEAD ON COMPETITION PROVEN MANAGEMENT TEAM

DISA APPROVAL 

NEXT GENERATION CYBER DEFENSE

DATE: DATA BREACH:
RECORDS 

COMPROMISED:

DEC-16 YAHOO 1,000,000,000

SEP-16 YAHOO 500,000,000

MAY-16 MYSPACE 360,000,000

OCT-13 ADOBE 152,000,000

MAY-14 EBAY 145,000,000

SEP-17 EQUIFAX 143,000,000

MAY-16 LINKEDIN 117,000,000

DEC-13 TARGET 110,000,000

MAJOR DATA BREACHES IN THE U.S.:
SINCE 2005, MORE THAN 7,600 DATA 

BREACHES HAVE BEEN PUBLICLY 
DISCLOSED1

1SOURCE: Bloomberg, Privacy Rights Clearinghouse
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